Linux systems provide a built-in SSH client, so there is no need to install an additional package.

Simply locate and run the **Terminal** app.

For example, to connect to the HPC Bastion host, with a NetID:

You will be prompted twice, once for your NetID password and a second time for your 2nd-factor authentication method (NetID+). Once these have been successfully provided you will be connected to the Bastion host. From there you can login to one of the login nodes for the various HPC clusters (Ocelote, El Gato, ...).

*Be aware forwarding X traffic does not work with the DEPRECATED menu interface enabled. You should disable the menu interface, and use the shortcuts listed above instead.

**SSH Keys** with a passphrase can be used as an alternative second factor method.